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Specifications

Inputs: Clean dry air
Z0C22, Z0OC23, and ZOC33 65 psi
DSA and other ZOC modules
<500 psi FS 90 psi
>500 psi FS 120 psi
Outputs:
Pressure Three discrete lines for control pressuresto DSA and ZOC

Voltage

Operating Temperature:

Communication:

Communication Protocol:

Mating Connector Type:

modules

Five digital outputs to control valves or other switching

devices.
-30°C to 55°C

Ethernet 10Base-T (standard)
RS-232 (Configuration Only)

TCP/IP or UDP

Ethernet Bendix PTO6A-8-4S-SR, 4 pin female
Power Bendix PTO6A-8-3S-SR, 3 pin female
Trigger/Configuration Bendix JTO6RES8-6S-SR, 6 pin female

Digital Output

Bendix PTO6A-12-10P-SR 10 pin female

Power: 24Vdc nominal (22 -26 Vdc)
@ 12 VA with no external relays powered
@ 30 VA with all external relays powered
Weight: 6.25 pounds(2.841 kg)

CE Mark Standards:

IEC 1000-4.2, 1000-4.3, 1000-4.5



General Description

The Ethernet Control Pressure Module (ENETCPM) is designed to distribute pressures to DSA Ethernet
Pressure Scanners, ZOC Pressure Scanners as control pressures to calibration valves. It may also be used
to switch external solenoid valves or relays to control ancillary equipment for special applications.

ENETCPM Network/Firmware

ENETCPM modules accept software commands via Ethernet only. The ENETCPM modules may be
controlled with an external or software trigger.

Each ENETCPM module has a unique factory set 48 bit MAC address. When running TCP/IP protocol, the
ENETCPM modules support ARP (Address Resolution Protocol) to enable the client/host to determine the
relationship between the IP address and the Ethernet address. The IP address is user assignable.

All setup variables are configured through software by the user.

DSA3217
Module No. 1

DTS3250
Module No. 2

I

—“—mzamI-—m
mC

DSA3018
Module No. 3

ENETCPM
Module No. n

PC COR MAINFRAME

Figure 1 - Typical Pressure/Temperature Scanning System



ENETCPM Dimensions and Configuration
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Figure 2 - ENETCPM Dimensions



Power Requirements

The ENETCPM requires 24 + 2.5 Vdc at approximately . Power connections are made through a three pin
connector located on the side of the module. The pinouts of the connector may be found in figure 3. The
mating connector is a PTO6A-8-3S-SR.

24 Vdc RTN @
+24Vdc
Chassis Gnd @

CO-613

Figure 3 - Digital Sensor Array Power Wiring



Trigger Requirements

Hardware Trigger

The ENETCPM scan functions may be synchronized with other data acquisition devices by
using the external trigger. The external trigger input is opto-isolated to prevent grounding
problems. Itisa TTL level, edge sensing device. It requires a minimum signal of 9vVdc @
6.5 mA. It may accept voltages as high as 15 Vdc.

The external trigger will only be active if the ENETCPM XSCANTRIG variable is setto 1.
When a SCAN command is issued by the Client/host, the module will enter the SCAN mode
and wait for a trigger. An averaged frame of data will be output as soon as the minimum
trigger edge level is achieved. Data will be output with each successive trigger pulse to the
FPS variable (Frames per Scan) value or until a STOP command is issued.

ENETCPM Modules use a 6 pin connector for a combination Trigger and Serial
Communications Interface. The wiring is shown in figure 4. The mating connector is a
JTO6RE8-6S-SR (Scanco Pn CO-737) .

+ Trig
- Trig
_ Tx |
Rx
Gnd

@OO@OO

JTO1RE8-6S-SR

Figure 4 - Trigger wiring

Software Trigger

The ENETCPM may also be triggered with a software trigger. The software trigger will only
be active if the XSCANTRIG variable is set to 1. When a SCAN command is issued by the
Client/host, the module will enter the SCAN mode and wait for a trigger. An averaged frame
of data will be output as soon as the TRIG command or a <TAB> character (9 HEX or
Control I) isreceived. Data will be output with each successive trigger command to the FPS
variable (Frames per Scan) value or until a STOP command is issued.



RS 232 Communications

Every ENETCPM Module has a RS 232 output. It is available at the Serial Communications/Trigger
Connector. It is required to configure the module IP address, or upload operating system upgrades. The
wiring of the RS 232 output is shown in figure 5.

The RS232 inputs and outputs are not opto-isolated. Therefore, the RS232 connection could cause ground
loops if it is connected during data acquisitions. Because the RS232 connection is only used for initial
configuration, there is no need to maintain the connection after that setup is completed unless the external
trigger function will be used.

If the RS232 connection is part of a combination Serial/Trigger cable, the RS232 connection at the host
computer should be disconnected during data operations to prevent problems.

A combination RS232 and External Trigger test cable(Scanco PN 155829) is available as an option. The
cable is shown below along with a wiring diagram.
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Figure 5 - RS232/ External Trigger Test Cable



Ethernet Connections

The ENETCPM has provisions for 10Base-T Ethernet connectionsonly. Ethernet 10Base-2 connections may
be made with media converters.

10Base-T

The 10Base-T connection uses a Bendix connector at the module, which must be interfaced
to the standard RJ-45 connector. A 10Base-T connection may be straight through(pin to pin)
or crossover. A straight through cable must be used if the module is connected to a hub.
Crossover connections are used if the module is connected directly to the host computer.
It is recommended that Category Five cables be used. The maximum length for 10Base-T
cables is 100 meters, but signal strength can be attenuated at this distance. A repeater is
required for 10Base-T cable runs greater than 100 meters. Cables may be ordered from
Scanivalve Corp. The pin to pin cable part number is 155820-01. The crossover cable part
number is 155859-01. The cable length must be specified when the cable is ordered.

RJ - 45 JACK } IEIIlIII
TD+ N
1 ¥ A
TD-
2 ) (B
) RD+ c
RD-
12 3456738 @ D
TRD450-x Wiring Diagram - DSA 10Base-T to Hub PTOBA-8-45-SR

RJ -45 PLUG
8,

TD+
“ e RD+
\y/ e RD-

TRD450x Wiring Diagram - DSA 10Base-T to Computer ~ PT06A-8-4S-SR

Figure 6 - ENETCPM 10Base-T cables



Digital Outputs
Each ENETCPM has a Digital Output connector. A maximum of Five(5) Digital Outputs may be
configured. Configuration information may be found in the Software Section of this manual
The Digital Outputs are powered by the DC Power voltage. It is recommended that the user supply
be capable of providing +24 Vdc at 4 Amps. Each Digital Output is limited to 24 Vdc @ 500 mA

maximum.

Figure 7 shows the wiring of the Digital Outputs.

+ 24 vde

OUTPUT 1 RTN
+ 24 Vdc

OUTPUT 2 RTN
+ 24 Vdc

OUTPUT 3 RTN
+ 24 Vdc

OUTPUT 4 RTN
+ 24 Vdc

OUTPUT 5 RTN

PAOEEOOEEEE

PT02A-12-108

Figure 7 - Digital Output Wiring



ENETCPM Control and Configuration

The operation of each ENETCPM is controlled by sending ASCIl commands over the TelNet port(port 23)
to units selected by network addressing. The ENETCPM returns any data or information over the network
to the requesting client/host in ASCII format.

ENETCPM Commands

The ENETCPM software runs as embedded software on the ENETCPM hardware. It performs the following
general tasks:

Receive and execute commands from the Ethernet Link.

Allow the configuration to be saved through power down.

Output status, setup and configuration data over the Ethernet Link.

Set the ENETCPM Physical Ethernet Address(MAC Address).

Protocol to be TCP/IP.

Support the user in troubleshooting the ENETCPM hardware and system.

oukwnE

When operating in the ASCIlI mode or UDP, the ENETCPM is the client. In Binary or TCP mode, the
ENETCPM is the Host.

When a ENETCPM module is in a “NOT READY” mode, all commands are disabled except STATUS and
STOP.

TCP/IP does not guarantee that packet boundaries will be maintained between a Host and a ENETCPM
module. Therefore, ALL commands from a Host MUST be terminated properly with one of four options. The
ENETCPM will detect and adjust to the termination option being used by a Host.

The four options are:
CR (ASCII 13)
LF (ASCII 10)
LF-CR (ASCII 10 - ASCII 13)
CR-LF (ASCII 13 - ASCII 10)

The current ENETCPM RS232 interface is designed for initial boot configuration only.



COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION

RETURNS

EXAMPLES

NOTE

COMMAND
SYNTAX

ARGUMENTS
DESCRIPTION

RETURNS

EXAMPLE

COMMAND LIST

AUTOSTATUS

AUTOSTATUS <enable>

Enable - Oor1l

If autostatus enable is setto 1, the ENETCPM will automatically output the
status of the ENETCPM whenever the status changes. When set to 0,
status can only be determined by issuing a STATUS command. The
condition at power up and after a reboot is AUTOSTATUS disabled.

<nl>

<nl> - end of line.

To enable automatic output of the ENETCPM status, the following
command would be issued:

AUTOSTATUS 1
To disable automatic output of the ENETCPM status, the following
command would be issued:

AUTOSTATUS 0

AUTOTATUS was not set up as a configuration variable that could be
saved to prevent conditions where the ENETCPM would be talking on a
network when it was not expected to be talking.

CLEAR
CLEAR<CR>

None

Commands the DSM to clear any errors that have occurred. The errors are
sent to the client in response to a ERROR command.

<nl>

<nl> - end of line.

To clear any errors listed in the ERROR Buffer, the following command
would be issued:

CLEAR <CR>
The ERROR buffer will be cleared

10



COMMAND
SYNTAX
ARGUMENTS

DESCRIPTION

RETURNS

EXAMPLE

COMMAND
SYNTAX
ARGUMENTS
DESCRIPTION

RETURNS

EXAMPLE

DOUT

DOUT <discrete channel><status><CR>

<discrete channel> - a Digital Output channel 1 through 8.
<status> -1=0n

0 = Off
Commands the Discrete Output channel on or off.

<nl>
<nl> - end of line.

In this example, digital output channel 1 will be energized:
DOUT 11 <CR>
In this example, digital output channel 5 will be de-energized

DOUT 5 0 <CR>

ERROR

ERROR <CR>

None

Lists the errors that have occurred since the last CLEAR. Only the first 30
errors will be listed. If more than 30 errors have occurred, the message:
ERROR: Greater than 30 errors occurred" will appear at the end of the list.
ERROR: <error message><nl>

ERROR: <error message><nl>

ERROR: <error message><nl>

<error message> - an error message shown in the error list.
<nl> - end of line.

To read the contents of the Error Buffer:

Type: ERROR

The DSM will return the last 30 errors in the format::
ERROR: Module or Port not found
ERROR: List MI no group number
ERROR: Group not between 1 and 8

If no errors have been logged, the DSM will return:
ERROR: No errors

11



COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION

EXAMPLE

LIST ALL
LIST A
None
Lists all of the configuration variables in the order: LIST I, LIST SE, LIST
T, LIST ST
To verify all of the module configuration variables:
Type: LIST A<CR>

The ENETCPM may return:

SET ECHO 0

SET TITLE1 Scanivalve CPM
SET TITLE2 CPM Scanivalve (c) 2001 - 2007 Ver 1.03
SET PORT 23

SET SEQ 1 PowerUp

SET SEQ 2 testl

SET SEQ 3 test2

SET SEQ 4 Seqg4

SET SEQ 5 Segb

SET SEQ 6 Seq6

SET SEQ 7 Seq7

SET SEQ 8 Seq8

SET SEQ 9 Seq9

SET SEQ 10 Seq10

SET SEQ 11 Seql1l

SET SEQ 12 Seql12

SET SEQ 13 Seq13

SET SEQ 14 Seql4

SET SEQ 15 Seq15

SET SEQ 16 Seql6

SET STATE 1 powerl 01010101
SET STATE 2 power2 10101010
SET STATE 3 testl 11011011
SET STATE 4 test2 00100100
SET STATE 5 State5 00000000
SET STATE 6 State6 00000000
SET STATE 7 State7 00000000
SET STATE 8 State8 00000000
SET STATE 9 State9 00000000
SET STATE 10 State10 00000000
SET STATE 11 State11 00000000
SET STATE 12 State12 00000000
SET STATE 13 State13 00000000
SET STATE 14 State14 00000000
SET STATE 15 State15 00000000
SET STATE 16 State16 00000000
SET STEP PowerUp 1 0 testl
SET LAST PowerUp 2

SET STEP testl 1 0O testl

SET LAST testl 2

SET STEP test2 1 0 test2

SET LAST test2 2

SET LAST Seqg4 1

SET LAST Seqg5 1

12



NOTE:

COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION
EXAMPLE

NOTE:

COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION
EXAMPLE

SET LAST Seq6 1
SET LAST Seq7 1
SET LAST Seq8 1
SET LAST Seq9 1
SET LAST Seql01
SET LAST Seql1 1
SET LAST Seq12 1
SET LAST Seql131
SET LAST Seql4 1
SET LAST Seql51
SET LAST Seql6 1
The actual data returned may vary depending on the user and installation.

LIST IDENTIFICATION

LIST I

None

Lists the IDENTIFICATION configuration variables.

To verify the general module identification settings:
Type: LIST I<CR>

The ENETCPM may return:

SET ECHO 0

SET TITLE1 Scanivalve CPM

SET TITLE2 CPM Scanivalve (c) 2001 - 2007 Ver 1.03
SET PORT 23

The information returned in the Identification data may vary depending on
the user.

LIST NAME SETTINGS

LIST SE

None

Lists the Name Settings

This command is used to verify the sequence names
Type: LIST SE<CR>

The ENETCPM may return:

SET SEQ 1 PowerUp
SET SEQ 2 testl
SET SEQ 3 test2
SET SEQ 4 Seqg4
SET SEQ 5 Segb
SET SEQ 6 Seq6
SET SEQ 7 Seq7
SET SEQ 8 Seq8
SET SEQ 9 Seq9
SET SEQ 10 Seq10
SET SEQ 11 Seql1l
SET SEQ 12 Seql12
SET SEQ 13 Seq13
SET SEQ 14 Seql4
SET SEQ 15 Seq15
SET SEQ 16 Seql6

13



COMMAND LIST SEQUENCE STEPS

COMMAND SYNTAX LIST ST <sequence ID>

ARGUMENTS ID Oto 16

DESCRIPTION Lists the Delay and Sequence switch settings for a sequence. A Zero will
list all 16 sequences.

EXAMPLE This command is used to List the Delay and Switch settings for any or all

or the sequences.
Type: LIST ST 1 <CR>
The ENETCPM will return the settings for sequence . They could appear
as follows:
SET STEP PowerUp 1 0 testl
SET LAST PowerUp 2

Type: LIST ST 0 <CR>
The ENETCPM will return the settings for all sequences:

SET STEP PowerUp 1 0 testl
SET LAST PowerUp 2
SET STEP testl 1 0 testl
SET LAST testl 2

SET STEP test2 1 0 test2
SET LAST test2 2

SET LAST Seqg4 1

SET LAST Seqg5 1

SET LAST Seq6 1

SET LAST Seq7 1

SET LAST Seq8 1

SET LAST Seq9 1

SET LAST Seql0 1

SET LAST Seqll 1

SET LAST Seql2 1

SET LAST Seql3 1

SET LAST Seql4 1

SET LAST Seqil5 1

SET LAST Seql6 1

14



COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION

EXAMPLE

COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION
RETURNS

EXAMPLE

COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION

NOTE

LIST SWITCH STATES

LIST T <channel>

None

Lists all of the switch state settings. If channel O is specified, all channels

will be listed.

To view all of the switch state settings:
Type: LIST T 0<CR>

The ENETCPM will return the settings of all switch states. They
could appear as follows:

SET STATE 1 powerl 01010101
SET STATE 2 power2 10101010
SET STATE 3 testl 11011011
SET STATE 4 test2 00100100
SET STATE 5 State5 00000000
SET STATE 6 State6 00000000
SET STATE 7 State7 00000000
SET STATE 8 State8 00000000
SET STATE 9 State9 00000000
SET STATE 10 State10 00000000
SET STATE 11 State11 00000000
SET STATE 12 State12 00000000
SET STATE 13 State13 00000000
SET STATE 14 State14 00000000
SET STATE 15 State15 00000000
SET STATE 16 State16 00000000

SAVE
SAVE
None
Commands the ENETCPM to save the RAM image of Non Volatile
Memory(NVM). Any change to a configuration variable must be followed
by a SAVE command if the change is to be permanent.
<nl>
<nl> - End of line.
To save the current configuration variable settings and conversion
coefficients,
Type: SAVE<CR>

SET
SET <name> <value>

<name> - the Configuration Variable to be set or modified.

<value> - the value of that Configuration Variable

Commands the ENETCPM to set one of the many Configuration Variables.
Configuration Variables are described in a subsequent section.

Listing the Configuration Variables with the LIST command outputs the
data in the format required by the SET command. This enables the user to
upload data from a file that has been created by a LIST download.

15



COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION

COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION

EXAMPLES

COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION

START

START <Sequence ID>

None

Commands the ENETCPM to execute the indicated sequence..

STATUS

STATUS

None

Commands the ENETCPM to send a Status Packet to the client. The
Status Packet is described in a subsequent section.

The STATUS command may be entered at any time. This is one of the
commands that will not generate an error if entered while the ENETCPM
is not READY. The DSM could return one of the following status
descriptions

READY The ENETCPM is operating and ready to accept a
command.
RUNNING <sequence ID> <step #> <step details>

If the STATUS command is entered while the ENETCPM is on, but
inactive, the DSM will return:

Status: READY
If the STATUS command is entered while the DSM is executing a
Sequence, the DSM will return:

Status: RUNNING <sequence ID> <step #> <step details>

STOP

STOP

None

Commands the ENETCPM to stop executing a sequence and return to the
READY mode.

16



COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION

RETURNS

EXAMPLE 1

EXAMPLE 2

NOTE

COMMAND
COMMAND SYNTAX
ARGUMENTS
DESCRIPTION
RETURNS

EXAMPLE

UPLOAD

UPLOAD <S or C><filepath\filename>

S System file to be uploaded

C Configuration file to be uploaded

Uploads the specified file to the ENETCPM. The ENETCPM interprets the
type of file based on the file type argument.

<nl>

<nl> - end of line.

To upload the configuration variable file cv.cfg, located in the DSA_HS
subdirectory on drive c: of the host computer:
Type: UPLOAD C c:\DSA_HS\cv.cfg

To upload the system file: vxworks.st located in the DSA_HS subdirectory
on drive c: of the host computer:
Type: UPLOAD C c:\DSA_HS\vxworks.st

The named files will be downloaded from the machine defined by the
configuration port settings. The term “host” might be more accurately
described as an “FTP Server”. This could be the same computer as the
host or a different computer somewhere on a network. The relevant
settings are:

Host Name

Host INET

User

FTP Password

S or C must be uppercase
Refer to the ENETCPM Boot Parameter Modification and ENETCPM
Operating System Upload Procedures for more information.

VERSION

VER

None

Outputs the current software version number.

CPM Scanivalve © 2000 Ver x.xx y where: x.xx is the software
version number.

y is the hardware

version number

To read the current software version:
Type: VER<CR>
The DTS returns:
Version:  CPM Scanivalve ©) 2001 - 2011 Ver 1.04 0

17



CONFIGURATION VARIABLES

Configuration Variables control the way the ENETCPM functions. Each variable is assigned a “data type”

description.

VARIABLE
VALID VALUES

DEFAULT VALUE
DATA TYPE

DESCRIPTION

VARIABLE

VALID VALUES
DEFAULT VALUE
DATA TYPE
DESCRIPTION

VARIABLE
VALID VALUES

DEFAULT VALUE
DATA TYPE

DESCRIPTION

NOTE

LAST <Sequence ID> <Step number>

Sequence ID - 1to 16 Or, the sequence name. The sequence
name may not start with a number. The
name is case sensitive.

Step number - 1to32
Sequence ID -1
Step number -1
Sequence ID - Integer
Step number - Integer

Identifies the last step in a sequence.

PORT xxxx

Any integer other than 0O

23

integer

Sets the Ethernet port. The default value is 23 which is the TelNet port. A
change to this variable does not take effect until the module has been
rebooted.

SEQ <Sequence number> <Sequence name>

Sequence number - 1to 16

Sequence name - any valid ASCII string up to 64 characters. The
name may not start with a number. The name is
case sensitive

Sequence number - 0

Sequence name - Segx Where: xis1to 16 for sequences 1to 16
Sequence number - Integer

Sequence name - ASCII String

Assigns a name to a sequence number.

At power up, the ENETCPM software will test for a sequence named
“PowerUp”. If this sequence exists, the sequence will be executed without
a network connection. If this sequence name does not exist, no sequences
will be run at power up. The sequence name is case sensitive.

18



VARIABLE
VALID VALUES

DEFAULT VALUE

DATA TYPE

DESCRIPTION

VARIABLE
VALID VALUES

DEFAULT VALUE

DATA TYPE

DESCRIPTION

VARIABLE

VALID VALUES
DEFAULT VALUE
DATA TYPE
DESCRIPTION

VARIABLE

VALID VALUES
DEFAULT VALUE
DATA TYPE
DESCRIPTION

STATE <State number> <name> <switch state>
State number - lto64
Name - any valid ASCII string up to 64 characters. The
name may not start with a number. The name is
case sensitive
Switch state - 1 or 0 in the string xxxxxxxx, where each
X represents channels 1 through 8,
respectively.

State number - 0

Name - Statex Where x is 1 to 64 for states 1 to 64
Switch state - 00000000

State number - Integer

Name - ASCII String

Switch state - string

Controls the state of the 8 channel outputs for each switch state.

STEP <Sequence ID> <Step number> <State ID> <Delay>

Sequence ID - 1to 16 Or, the sequence name. The sequence
name may not start with a number. The
name is case sensitive.

Step number - 1to32

State ID - 1 or 0 in the string xxxxxxxx, where each
X represents channels 1 through 8,
respectively. Or, the state name. The
state name may not start with a number.
The name is case sensitive.

Delay - 0to 60 seconds

Sequence ID -1

Step number -1

State ID - 00000000

Delay - 0

Sequence ID - Integer

Step number - Integer

State ID - string

Delay - Integer

Sets the switch state for a step and the delay in seconds at that step before
the switch state is set.

TITLEL <title>

any valid ASCII string up to 64 characters
Scanivalve ENETCPM

ASCII String

Sets the value of Title number 1.

TITLEZ2 <title>

any valid ASCII string up to 64 characters
The current software version.

ASCII String

Sets the value of Title number 2.
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ENETCPM Packet Definitions

The ENETCPM sends an ASCII packet to the client in response to a command.

ENETCPM to HOST

ASCII Packet

This packet will be transmitted when the host issues a command:

FUNCTION DESCRIPTION BYTES DATA VALUE
TYPE
ASCII Data (Refer to the Command Varies String | Unique to Packet.
Section of this manual for the proper Each line is terminated with a CR-LF
Command return formats).
Network Protocols Supported
Physical Layer : 10Base-T |EEE 802.3
Link Layer: INTERNET Protocol (IP)
Transport Layer: Transmission Control Protocol (TCP)

User Datagram Protocol (UDP)

ENETCPM Recommended Operation

1. Energize the unit and allow 15 minutes for warm-up.

2. While the unit is warming up, connect the Control Supply Pressure.

3 Verify that the Control Pressure Outputs are connected correctly. Refer to the appropriate ZOC or
DSA Module Hardware manual for more information.

Connect the Digital Outputs

Connect to the Network.

aks
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ENETCPM Web Server

All ENETCPM software versions have a built in web server program. This software will operate with
Netscape Navigator or Microsoft Internet Explorer.

The purpose of the Web Server is to provide a means of communication between ENETCPM Modules and
a PC. ltisdesigned to give a user the tools necessary to be able to interface to a ENETCPM Module. It is
not intended to be an application software. It operates in Microsoft Windows 9x/NT/2000/XP. It provides
the following:

1. Easy setup of ENETCPM Modules.
ENETCPM Web Server is menu driven. That is, it permits a user to simply select the
function(s) to be modified from a pull down menu. Setup of a ENETCPM Module usually
requires only a few mouse clicks.

2. Command and configuration information may be sent to ENETCPM Modules from a disk file.
This permits a very fast setup of a ENETCPM Module. This is especially helpful when a
module is to be modified during a test.

3. Display temperature values as numbers and in bar graph format.
This permits easy setup of a module or group of modules. All data are displayed.

4. Display “scrolled” data from ENETCPM Modules.
When this window is opened, all communications from the ENETCPM Modules are
displayed.

5. Write data from ENETCPM Modules to a disk file.
Permits storage of data in a format specified during setup.

The Web Server is designed to be connected to, and communicate with, one module. If it is
necessary to connect to more than one module at a time, then multiple copies of the browser can
be opened. The number of modules that can be supported at one time is dependant upon the
processor speed and available memory of the Host PC.

The sample screens in this section were collected on a host computer using Microsoft Internet Explorer,
Version 6.0. The ENETCPM web browser will function in most versions of Microsoft Internet Explorer and
Netscape Navigator.
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Web Server Operation

Connect the ENETCPM to a PC or onto a network. The IP address of the ENETCPM must be
in the same class as the PC or Network. The Ethernet cable must be a cross cable if
connecting directly to a PC, or a straight connection if connecting to a hub.

This section has examples of the screens in the web browser. For these examples, the module
IP addressis 191.30.65.50. The address of a user's ENETCPM will most likely be different from
this one. The user should substitute the IP address of the module being used wherever the IP

address is mentioned

Launch Internet Explorer. When the browser is open, enter the following URL:
Http://191.30.65.xxx/index.htm Where: xxx is the serial number of the
unit. If the IP address has been

changed, use that address.

The ENETCPM Home page will open. It will be similar to the one below.

| Hle Edi Yien
- B A < T | B 8 B (S -
Back Fois Stop Refiesh  Home Search  Favoilt Mhedi History Mail Fint Edit Discuss  Messenger  SideStep

Address [€] btip.#7191 3086100/ index him =] Poo | Links >
[CPM Status: Unks [E2 j

tatus: Unknown 2

[Modtule nformatian Scantualve Lorg.— .
BEEIEEIN Confio [ Operate [ Test [ Status [ Support |
Home = Cannect | Disconnect
Links —
Hep  — Browset Type: [Microsoft Intamet Explorer
Browser Version: [4.0 (compatiole: MSIE 6.0; Windaws 98)
Detected Compatability: [in Question
Password: [

] — [Tl twtemet
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Home

The Home page offers the options to tab to one of five other pages and connect to the ENETCPM.
The other pages contain listings of the configuration variables that may be changed by a user.

The other available pages are:

Config This page allows a user to define and name the states, which can then be arranged in
sequences.

Operate  This page allows a user to select, start, and stop a sequence. It has a window to permit
a user to track the sequence function.

Test This page allows a user to switch any of the eight Digital Outputs On or Off. Each Digital
Output has a light to show when it has been switched on.

Status This page contains the Error list.

Support This page permits a user to send commands to an ENETCPM and monitor the
response.

Connect to the ENETCPM by clicking Connect.
The Title information will be loaded and, if the ENETCPM is functioning correctly, the ENETCPM
Status will indicate Ready.

NOTE: Do not enter commands until the ENETCPM Status indicates: READY

When connected, page will be similar to the figure below.

2 ENETCPH Web P icrosoft Internet Explorer
e Edi Yew F [ = |
- - Bl e s e [ TR EEES Al e L T |
Back Fois Stop Refiesh  Home Seach  Favoites  Media  History Mail Fint Edit Discuss  Messenger  SideStep
Address [€] btip.#7191 3086100/ index him =] Poo | Links >
S — [Scanivalve CPM B
[CPM Status: READY 00000000 .
[CPM Scanivalve (c) 2001 Ver 1.00 Scanivalie Gorg.— .
BEEIEEEN Confio [ Opberate [ _Test [ Status [ Support |
i
[Home = _Comnect ] Disconne: ot
[Links —
Hep  — Browset Type: [Microsoft Intamet Explorer
Browser Version: [4.0 (campatinle: MSIE 6.0; Windows 98)
Detected Compatability: [in Question
Password. |
&l — T e intemet
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The Home page has four(4) windows.

Browser Type This identifies the Web Browser that is communicating with the
ENETCPM.

Browser Version The version number of the host Web Browser and the operating
system.

Detected Compatibility Identifies the compatibility of the browser with the ENETCPM.

Password This must be entered for access to the CONFIG, TEST, and

SUPPORT pages. If the password has not been entered correctly
and one of these pages is selected, the user will be prompted to
enter the correct password:

Microzoft Internet Explorer E

/ ! E Thiz page is password protected. 'r'ou must enter the conect password

The Password is:

gnomes This may not be changed by a user.

The options for the Home page are listed on the left side of the page

Links

Help

Links will permit a user to connect to the Scanivalve Web Site, www.scanivalve.com
, if the user is connected to the Internet.

This page has a link to the embedded Help file. This file contains information on
commands, configuration variables, and packet configurations. When thisfile is opened,
scroll to, and click on, the command or variable in question. The browser will jump to
the description of the term.
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Config

The Config page contains the Title information and the setup pages for State and Sequence.
For more information on the State and Sequence configuration variables, please refer to the
software section of this manual.

| ENETCPM Web Page Ver 0.50i - Miciosoft Intemet Explorer BEE
Fle Edt Yiew Faveies Took Help [« |
e Gl e s e R
Back Forerd Stop. Refiesh  Home Seach  Favoites  History Mail Fiint Edit Discuss  Messenger  SideStep
| Adevess [@] bitp:/191.30 80,101 findese bim 7] @o [[Links *
— [Scanivalve ECPM £
[CPM Status: READY 00000000 - ’%
[CPM Scanivalve (0) 2001 Ver 0.50a by —
=TSR Confia
|
General =
State, Title 1: [Scantvalve ECPM
Sequence—
Title2: [CPM Scanivaive (£) 2001 Ver 0.50a
Save to Flash Subrrit Cancel
& [ [ et

General

This page shows the Titlel and Title2 entries

To change a value:
Click in the window to display the cursor
Enter the new value and click Submit.
If the window has an arrow to indicate that a pull down menu is available:
Click on the down arrow
Click on the desired value to highlight it
Click Submit
If the variable has a check box:
Click on the box to check or un-check the variable
Click Submit
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State

This page will permit the user to
1. Set the Digital Output configuration for each State.
2. Enter a unique Name for each State.

| 2 ENETCPM Web Page Ver 0.50i - Miciosoft Intemet Explorer
Fie Edi View Favoites Took Help
S ey @ 3|5 8 B .5 2
Back Ferierd Stop Refiesh  Home Seach  Favortes  History Mail Frint Edit Discuss  Messenger  SideStep
| Ackess [ ptp://181.30.80.101 indere i =] o ||Links >
— [Scanivalve ECPM £
[CPM Status: READY 00000000 - ’%
[CPM Scanivalve (0) 2001 Ver 0.50a by —
" _Home [INSETTEE Operate I Test [ Status ! Support |
General — =
Stfe  =igei-  DIF IO CCICCCD8 State Namels1
[Sequence—!
State 2 - By O e State Name]s2
State 3 - DIV F P O rDg State Name]s3
State 4 - DIV P R R rDe State Mame]=4
State 5 - DINFF FRFICCCDE State Mame]s5
State 6 - DIF ¥ W ¥~ F I D8 State Mame]s6
State 7 - DIN VMV FFFFICDE State Mame{s?
State 8 - DIF P W ¥ ¥ F P FD8 State Name]s8
State 9 - DINF P FFFPFICDE State Namejs?
Stat=10- DIMF R PRI DE State Names10
Stae1l- DINFNFFF I D8 State Mame]s11
State12- DI F M F I D8 State Name{s12
State13- DIV M [ [/ D8 State Name]s13
State14- DIF P D8 State Name{s14
State15- DIM [ CCICIC D8 State Name{s15
State16-. DLl [ [ i/ rDs State Name{s18 2
- 1 - B 1 ;‘
& [T [ Intemet

To change a value:
Click in the window to display the cursor
Enter the new value and click Submit.

If the window has an arrow to indicate that a pull down menu is available:
Click on the down arrow
Click on the desired value to highlight it
Click Submit

If the variable has a check box:

Click on the box to check or un-check the variable
Click Submit
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Sequence

This page will permit the user to:

Select a sequence to view or modify

Select the state, or states, to be included in the sequence
Set the delay, in seconds, at each step in the sequence
Identify the state for each step in the sequence

Identify the “Last Step” in the sequence

Modify the Sequence name

oukrwnE

ENETCPM Web Page Ver 0.50i - Microsoft Intesnet Explorer

TRy Al ¢ G ey ‘ B 1Ey L 2
Bk | Foyd | Sop  Behesh  Home | Seach Favaies Himoy | Mal P Ede s MessengerSideStep
e e HEEE
e — [Scanivalve ECPM El
|CPM Status: READY 00000000 -
[CPM Scanivalve (c) 2001 Ver 0.50a b‘mlmlwﬂ'm._..‘*
YRS Config
[General — =
[State —
s -
PR Setect Sequence. e Press tis butan to select saquence
Seqd |

Selected To change sequence name, entes new name n selecied sequence and press | g

SequenceGinger Change Name button!

Step  Delay  State Last Step State ID

1 [ DiFCCCrCCrrog ] sl Select State

2 i DIFF O rog o 2 Select State

3 [ DIFF R rDe - N Select State

4 I DIFF PRI D u 4 = Select State

5 [ DIFFFF P IDR o E Select State

g [~ DIFFFFEECCD r [ = SelectState

i [ DIFF PR P PP D u 7 = Select State -

g [ DIFF PR F PP FDE u 8 = Select State

9 i DIF VMWW WV FIDE u 9 = Select State

10 I DIFFFFF P DE I S0 ) Select State

1 i DIFFFFFIC DS - st & Select State =
Bl [ [ Intemet

To change a value:
Click in the window to display the cursor
Enter the new value and click Submit.

If the window has an arrow to indicate that a pull down menu is available:
Click on the down arrow
Click on the desired value to highlight it
Click Submit

If the variable has a check box:

Click on the box to check or un-check the variable
Click Submit
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Operate

This page will permit a user to:
2. Select a Sequence to be run.
3. Start or Stop the Sequence
4. Monitor the operation of the sequence in the Action Log.

|2 ENETCPH Web Page Ver 0.50i - Microsoft Intemat Expl

|| Fie Edt Yiew Favoites Toos Helo

ol el 72T N Sl =g o L =2

u 5 ) =3
Back Forerd Stop. Refiesh  Home Seach  Favoites  History Mail Fiint Edit Discuss  Messenger  SideStep
| Adsress [&] hitp:7/191.30 8010 /inderc i =] oo |[Links >
— [Scanivalve ECPM =
[CPM Status: READY 00000000 - ’*
[CPM Scanivalve (0) 2001 Ver 0.50a by —
| Home [ Confic [EISETEE
|
St | stop || Cleeriog |
Select Sequence
=
Action Log
|

[&] Done. 1 [ Intemet

When the selected Sequence is operating, the Action Log could appear as follows:

e Edi View Favoiles Took Helo

s s ot Bl =T el o Bl P i Il

@ @ ‘

J =3
Back Forerd Stop. Refiesh  Home Seach  Favoites  History Mail Fiint Edit Discuss  Messenger  SideStep
| Adsress [&] hitp:7/191.30 8010 /inderc i =] oo |[Links >
— [Scanivalve ECPM =
[CPM Status: READY 10000000 - ’*
[CPM Scanivalve (0) 2001 Ver 0.50a by —
| Home [ Confic [EJSETEE

|

Shart Stop ClearLog

Select Sequence

Ginger
Ginger
Ginger
Ginger
Ginger
Ginger 9 =3
Ginger 10 59 1
Ginger 10 510
Ginger 11 510
Ginger 11 =11
Ginger 1z =11
Ginger 1z s12
Ginger 13 s12
Ginger 13 s13
Ginger 14 =13
Ginger 14 s14
Ginger 15 514
Ginger 15 515
: READY 10000000

wo o
w
4

Action Log

ohororoRrORO

& 1 [ Intemet
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Test

This page will permit a user to:
1. Switch one or all of the Digital Outputs On or Off
2. Verify the state of the Digital Outputs by monitoring the status lights.

| 2 ENETCPH Wob Page Yor 0.50; - Mictosoft Intemat Esplores BEE
e Edi View Faveites Lodk Hel [ o |
e ey e e vl SV T e st syl D=1 R
Back o Stop. Refresh Home Seach  Favoites  History, Mail Fiint Edit Discuss  Messenger  SideStep
| pdcvess [£7 hiip:/191 3080 101 indexhim =] oo |[Links >
— [Scanivalve ECPM £
[CPM Status: READY 10010101 - ’%
[CPM Scanivalve (0) 2001 Ver 0.50a by ——
"_Home I Config | Operate IRIECIN  Status ! Support |
|
Digrtal Out 1 On Off P
Digital Out 2 On Off -
Digital Out 3 On off —
Digital Out 4 On Off i
Digital Out 5 On Off —
Digital Qut & On Off —
Digtal Out 7 On Off -
Digital Out 8: |01 off ~i
& 1 [ Intemet
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Status

The Status page can be used to display the Error Status of the module.

The list may be updated by Clicking:
Update Errors

The Error buffer may be cleared by Clicking:
Clear Errors

ENETCPM Web Page Ver 0.5

M= Q 6 B ] 2 @
Back Fonperd Stop  Refesh  Home | Seach Favoites Histoy Mail Piirt Edit. Discuss Messenger SideStep.
Acthess [ 7191, 30.80 101 e i

=] P |[ne

e — [Scanivalve ECPM
[CPM Status: READY 10010101

[CPM Scanivalve (c) 2001 Ver 0502

‘mi'ﬂ,”ﬂ"‘-—qw*j

Status  SSWEYTRER

Update Errars Clear Erors. =1
Error List:
[ERROR: Duplicace neme Seqz found av ssquence mumber 2 |
EnroR: Duplicate neme Sead Zound av ssquence mumber 3
ERRoR: Duplicate neme Seqs found av ssquence mumber 4
ERRoR: Duplicate neme Seas Zound at ssquence mumber S
ERROR: Duplicate newe Seqs found ar sequence muber §
ERRoR: Duplicate neme Seq7 found av ssquence mumber 7
ERRoR: Duplicate neme Seqs Zound av ssquence muber 8
ERRoR: Duplicate neme Seqs found av ssquence mumber S
ExroR: Duplicate neme Seqi0 Zound ac sequence nunber 10
ERROR: Duplicate newe Seqll found at sequence number 11
ERRoR: Duplicate neme Seqiz Zound ac sequence number 12
ERRoR: Duplicate neme Seqis Zound a sequence number 13
ExroR: Duplicate neme Seqis Zound ac sequence number 14
EnroR: Duplicate neme Seqts Zound ac sequence number 15
ERROR: Duplicate nawe Seqlé found at seguence number 16
ERRoR: sequence Ip ot Zound
=
I
&
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Support

This page will permit a user to:
1. Send a command to the ENETCPM
2. Monitor the response of the ENETCPM

[CPM Scanivalve (c) 2001 Ver 050a

| 2 ENETCPH Wob Page Yor 0.50i - Mictosoft Intemat Esplorer BEE
Fle Edt Yiew Faveies Took Help B3

T AT e GBS el TR T el ITFEINE ]

Back Foried Stop  FRefiesh  Home Seach  Favaites  History Mail Fiint Edit Discuss  Messenger  SideStep
| Adsress [&] hitp:7/191.30 8010 /inderc i =] @ oo |[Links >
— [Scantvaive ECPM j
[CPM Status: READY 10010101 -

7% -

| Heme [ Confiog | Operate |___Test | Status _[ISIVCTETH

|

Enter CPM command:

CPM Response

Clear Response Area

[&] Dane

Closing the Web Browser

1 [ Intemet

It is recommended that the Web Browser be closed by first disconnecting the ENETCPM from
the Browser by clicking the Disconnect button on the Home page. This will disconnect the
module cleanly. Then close the Browser by clicking the X tab of by Selecting File, Close.

The disconnect may also be made by simply closing the Web Browser. This will create an error
in the Error log of the ENETCPM.
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Host Web Browser Setup

Internet Explorer

The Security levels in Internet Explorer are easily set. Since the DTS will normally be used
on an internal network and not on the Internet, the changes required will not affect the
security levels for Internet access. These instructions are valid for versions 5 and 5.5.

Start Internet Explorer
Select Tools
Select Internet Options
Click on the Security Tab
Click on the Local Internet Icon

Interet Options 2]
General ety | Content| Connections | Piogiams | Advanced |
Select a'web contert zane o specify its securty settings
Inomet  [EREEREREY Trustedstes  Fiesticted
sites

Local intranet
P, This zone contsins al Web sites that Sies
35 a2 on yaur aigarization’s inlranet. =

- Secuity level for this

Custom
Custorn settings.
To change the settings, click Custom Level
T ise the tecammended settings, olick Default Level

Custom Level Defaul Level

Click on the Sites button, a smaller window will open. All three boxes must be checked.

Local intranet

@1 Use the sellings below (o define which Web sies are included in
S8} the Losal Inianet zore.

¥ include il local fintranet] sites nol iisted in other zones

¥ Include sl sites that bypass the prosy seiver
¥ Inchude all netwark paths [UINCs]

sdvanced. | 0K | Cancel

Click Advanced when all boxes are checked. The Local Internet Sites window will open.
Local intranet HE

@ Youcan add and remove Web sites from this zone. All Web sites

3% inthis zone wil use the zone's sacurty setlings

A this Weh site to the 2one;

\web sites:

hittp:/#191.30.50.50

™ Require server verification fhitps: ) for sl sites in this zane

Cancel

Enter the IP Address(s) of the module(s) to be viewed on this Local Internet by entering the
address(s) in the upper box and clicking Add. The IP Addresses will be listed in the Web
Sites box as they are added. When all of the IP Addresses have been entered, Click on the
OK. Buttons in each displayed box until only the Internet Options Window is displayed.
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Interet Options 2]
General ety | Content| Connections | Piogiams | Advanced |
Select a'web contert zane o specify its securty settings

Intemet [EEE Trustedsies  Resticted

stes

Local intranet
P, This zone contsins al Web sites that Sies
35 a2 on yaur aigarization’s inlranet. =

- Secuity level for this

Custom
Custorn settings.
Te change the settings, click Custom Level,
T ise the tecammended settings, olick Default Level

Custom Level Default Level

Click on the Custom Level Button. The Security Settings Window will open.

Local intranet [ x|

View Pemissions | Ecit Pamissions |

) Permissions Given To Unsigned Content

- [§ Ful Permissions

) Permissians That Signed Canten! Are Allowed
=@ Fiel0

- @ Network 110

[ User Intertace Access

@ System Propeties

[ Client Storage

@ UserFile 110

- Reflection

- @ Theads

) Permissions That Signed Content &re Deriied

No Pemmissions S pecified

"] cencel

Scroll down to Java Permissions, Click the Custom Radio Button and then,
Click on the Java Custom Settings Button

When the Local Internet Permissions Window opens,
Click on the Edit Permissions Tab.

Security Settings EHE
Seftings:
@ Enable |
Q Prampt

[5j Java
(] Java pemissions
® Custom
O Disable Java
O High safety J
O Low safety
QO Medun safety
|&] Miscellaneaus
] Access data sources across domaing
O Disable
O Enable

A Dt =
4 >

~Reset custom settings

Besstle: [Medimlow ~ Figset
Java Custom Seffings.. | 0K | Cancd |

Find the Run Unsigned Content Listing and Click on the Enable Radio button.
Click on the View Permissions Tab
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View Permissions  Edit Permissions

& Unsigned Cortent -
&) Run Unsigned Cortent
O Funin sandbox
O Dis
@ Ena
& A

Verify that the Permissions Given to Unsigned content has a red indicator on the Full

Permissions Line

Close all of the windows and return to the Web Browser by Clicking on the OK Button in each

window.

Netscape Navigator

These instructions are valid for V4.74. Other versions of Netscape Navigator may require
additional or different steps.

The security levels for this version of Netscape Navigator are contained in a file named
prefs.js. There may be multiple copies of this file on the local hard disk.

In the Windows Taskbar

Select:
Select:
Select:
Enter:

Start

Find

Files or Folders

press.js in the Named box and click Find Now

The search may show several copies of this file in different directories.

Using a Text Editor, such as Notepad, enter the following line in each of the files and
save the revised file:

user_pref("signed.applets.codebase_principal_support", true);

The placement of this line is not critical. Netscape Navigator will sort the file.
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ENETCPM Boot Parameter Modification

The ENETCPM Series modules use an operating system licensed from VxWorks. The boot parameters are
set at the factory, but these parameters may be modified to suit the needs of a specific installation. This
section documents the modification of the boot parameters.

3.

4,

De-energize the ENETCPM. Connect the ENETCPM trigger/serial test cable (Scanco part
#155829) from the ENETCPM to a host PC.

Start HyperTerminal, or an equivalent communication program. Connect the ENETCPM
toa COM port on the PC Host. Set the serial parameters to 9600 BAUD, no parity, 8 data
bits and 1 stop bit.

Energize the ENETCPM. The following sign-on information should be displayed.

VxWorks System Boot
Copyright 1984-1997 Wind River Systems, Inc.

CPU: HITACHI hs7709

Version: 5.3.1

BSP version: 1.1/0

Creation date: Feb 9 2000, 12:41:05

Scanivalve (c)2000, Boot loader version 1.01
Press any key to stop auto-boot...

Press any key within 3 seconds to stop the auto-boot process. If a key is not pressed within

the 3 seconds time, the system will proceed to auto-boot with the existing operating system

using the current setup.

NOTE: The boot-loader will continue to reboot until stopped by pressing a key under the
following conditions:

A. If boot-from-flash is selected, and no operating system is present
in flash.

B. if boot-from-net is selected and the FTP server is not correctly set
up.

When the auto-boot process is stopped, the boot-loader will prompt with:
[VxWorks Boot]:

To get a list of the existing boot parameters:
Type: p <Enter>

The following list is the default setup:

boot device :cs

processor number :0

host name . host

file name : c:/DSA_hs/vxWorks.st

inet on ethernet (e) :191.30.80.100

host inet (h) :191.30.101.109

user (u) : DSA_HS

ftp password (pw) : scanivalve

flags (f) : 0x0

other (o) : flash,000.096.093.218.000.002,10baseT
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10.

11.

12.

Modify the parameters as required by typing the change command at the [VxWorks Boot]
prompt
Type: c<Enter> The boot-loader prompts you for each parameter.

If a particular field has the correct value and does not need to be changed,
Press: <Enter>
NOTE: If any other key is pressed, that will replace the existing information.

To clear a field,
Type: .<Enter>

To quit before viewing all of the parameters,
Type: CTRL+D.

After all changes have been made, verify the settings:

Type: p<Enter> The settings are saved in flash at this point.
Restart the operating system, with the new settings,
Type: @<Enter> This is the “Load and Go” command.

If the ENETCPM boots correctly, de-energize the ENETCPM and disconnect the serial test
cable.
Re-apply power to the ENETCPM.
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Boot parameters and their functions:

boot device
processor number
host name

file name

inet on ethernet(e)

inet on backplane (b)
host inet (h)
gateway inet (g)

user (u)

ftp password (pw)
flags (f)

target name (tn)
startup script (s)
other (o)

Must not be changed from cs
Must not be changed from 0
Must not be changed from host.
The full pathname of the operating system file name to be booted from,
when booting from the network. The default path and file in this line is the
path and file used at Scanivalve.
The IP address of this ENETCPM. The subnet mask may be specified
when entering this parameter by entering a colon followed by the subnet
mask in hex notation. |.e. 191.30.85.100:FFFFFF00
Must be left blank
The IP address of the host to boot from.
The IP address of a gateway node if the host is not on the same network
as the ENETCPM.
The user name that the ENETCPM uses to access the host. This is the
name that must be set up in the FTP server on the host. The FTP server
must be set up to provide that user name with the proper permission to
read from the host directory and the password must be set correctly.
The user password. This must be supplied to boot from host.
Must be 0x0
Must be blank
Must be blank
This specifies the place to boot from, the MAC address, and the network
media. The line must not contain any spaces and each parameter is
separated by a comma. The syntax is:
<bootloc>,<mac address>,<media type>
Valid values are case sensitive and are as follows:
<bootloc> net-  Boot from network
flash - Boot from flash.
<mac address> ddd.ddd.ddd.ddd.ddd.ddd
<media type> 10base? - 10Base?2 type
10baset - 10BaseT type
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ENETCPM Operating System Upload

This section describes the method for upgrading and uploading a new operating system to the ENETCPM.
Two programs are used in the ENETCPM, the boot-loader and the operating system/ENETCPM application,
referred to as the operating system.

The purpose of the boot-loader is to start the operating system from local flash or from a location on the
network, such as a disk file on a host PC and to allow setting of certain key operating system parameters.
The boot-loader can only be installed with special flash programming equipment. However, the boot-loader,
under most normal upgrade conditions, would not need to be changed.

When upgrading a new ENETCPM operating system, the following procedure should be followed:

1.

Install an FTP server, on your host PC. Scanivalve Corp recommends the War Daemon
FTP Server. The installation is described in the FTP Server Installation/Configuration
Procedure.

Use the boot parameter modification procedure to modify the boot parameters:

A Change the file name parameter to the location of the vxWorks.st file.

B. Insure that the user parameter is set to DSA_HS. It must match the user in the FTP
server. This name may be modified by a user

C. Set the password to scanivalve. It must match the password in the FTP server. The

password may be modified by a user.
Connect to the ENETCPM using TelNet
Issue the "UPLOAD S <full file path>" command from TelNet. Only back slashes can be
used in the path name and the S must be upper case.
Monitor the operation with the STATUS command. When it returns READY, the upload is
complete. The upload will require about 2.5 minutes to complete. If READY is returned
immediately, something has been entered incorrectly.
When the ENETCPM returns READY, The new operating system is installed in flash
memory, but not in RAM.
The new operating system will be effective when power is recycled.
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Appendix A - WarFTP Server

Installation

Copy the file:  Warftp.exe into a temporary directory.

Double click:  Warftp.exe to unzip the installation files.

Double click: Setup.exe

A window will open prompting for an installation directory. Click Next.

Step 1 - Select destination directory

‘wiar Install for Windows35 and MT

This program will install ‘war FTP Diaemon on wour PC.

=

Destinatior Path

Haek I Mest > l Cancel Help

A window will open prompting for an installation type.
Select: Typical, and click Next.

Step 2 - Select Installation Type

& Typical - This willinstall the typical modules for this progra

 Minimum - This will only install the files neccesany to mn thiz program

™~ Custom - This allows vou to select the madules ta Instal

< Back I Mest > l Cancel Help

A Window will open prompting for a program folder. Use the default folder, and click Next.
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Step 3 - Select Program Folder

Select a name for the Start Menu entry [or Program Folder in indows NT 251,

Folder

\wiar FTP Daemory
HF Lazer)et _:_’
Internet

Peripherals
ScanPluz Flazh Prograrmmer _I

Software Development

< Back I Mest » i Cancel I Help

A window will open prompting to finish the installation.
Click: Finish to complete the installation.

Finish the installation

whar Ingtall is ready to finish the installation

e

< Back

Cancel I Help |

If the installation is successful, a window will open with this message. Click OK

SETUP

']
/J ! E Installation complete. You can now run the installed program.

Create a folder for the DTS files.
Create the directory:  C:\DTS_HS.
Copy the file: VxWorks into this directory.
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Configuration and Setup

Start the application by double clicking the war-ftpd.exe icon in the C:\Program Files\War-ftp
directory.

& C:\Program Files\War-ftpd |_ (O] %}
J File Edit Wiew Go Favoites Help
S ‘ o ey e ‘ g ‘ ; = >
Back Farard Up Cut Copy Paste Unda Delete  Properties Wiews
JAddress !L:] C:A\Program Filesii ar-ftpd LI |
A zamples E] Currentl PNumber. b=t g] LogFile.lag Ej FeleazeMotes. tt g{qq[—_ftpd exe
@ Install Lag @ FtpDraernon. dat 2] logir way Funinstal.exe @War . hlp
=] Jlock lﬂ FtpDraemon. dat.bak @ msg. way M unzip.exe
|% Unlkst.int % FrpDraemor.ini ﬂF’rocessZip.exe F’éj UszerPathsR eport. bt
% AccessFeport bt 28] loug. oz ReadMe tst iﬁ war-ftpd.cht
|22 gbjectfs] ‘E.DSMB \_g] Iy Computer

The War FTP Daemon information window will open
Enable the "Do not show this banner again" check box and click OK.

WAR-FTPD 1.65 Copynight [c] 1996, 1997 by jgaa B

FIP

WAR-FTPD 1.65 Copwright (2] 1936, 1337 by jgaa
The PREMIER FTP Server for Windows95 and NT

Released as copyrighted FREEWARE by Jarle Aaze
Y'ou don't need ta register or pay in order to uze this program.

Get the latest version at http: /A jgaa. caom
Get free support in hews://alt.comp.jgaa

™ Do niot show this barner again

The main display window will open. It will look similar to the window below.

Select: Properties
Select: Options
2 OFFLINE - WAR-FTPD 1.65 H[=] B3
Propeties Wiew Help
Z klEla] ool &lElo] = M
- ~ System Attributes
# [ Login [ Name [ state | ™ | Goiatine whemreadn, T |and eqt
I~ Deny all logins (except for administrator]
¥ Mo anongmous loging
Max Users 20 Anan. I‘IU
P number and port—————————————
[locathost [z ‘
—Messages fram the users
< |
il | L)) Edit MEssaae I =l
[5 1359 02 02 10-36] Unable ta open user database. Autocreating new fie. =
[S 1339 02 02 10:36] WAR-FTPD 1.65 Copyright (] 1996, 1997 by jgaa. WIN32 [wIHIE)
A H
e OFFLINE
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From the General Tab, Enable the "Go online when started and minimize" check boxes.
Select the Server Name Tab.

| Options

Enter a name for the FTP server.
In this example the server will be named :  host.
Click OK.
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The main window will re-open
Open the User Maintenance window:

Click on the large smiling face icon

EUFFLINE - WAR-FTPD 1.65 M=l &3
Propeties Wiew Help

2| zlxle] ole ] Bl%|Eo] = K

- ~ System Attributes
# [ Login [ Name [ state | ™ | Goiatine whemreadn, T |and eqt
I~ Deny all logins (except for administrator]
¥ Mo anongmous loging
Max Users 20 Anan. I‘IU
P number and port—————————————
[locathost [z ‘
—Messages fram the users |
< |
Fall: | SEY Edit tessaae I

[5 1985 02 02 10:36] Unable to open ser database. Autocreating new fie
[5 1939 02 02 10:36] WAR-FTPD 1.65 Copyriaht (<) 1996, 1397 by joaa. WINI2 [wINSS)

q

oy |DFFLINE | |

B il

When the User Maintenance Window opens,
Click the Add button

User maintenance - anonymous [ %]
User I Security I File Accessl

0Ok |
V' Disable [deny login]
Apply |
SOUTIOLS
Cancel I

i~ Password-

I Disable Password
= Haestymnd
¥ Use Email Address

Repaorts——
™| alidate Email Address ’7 Oir Acoass |

Root/Home
Eopy I ‘ —I
Eerame | [elete | &I

[EtE

L

A window will open prompting a User nhame for the DTS
Enter a user name for the DTS.

For this example, the User Name will be:

DTS_HS
Click OK.
Mew name ok I
’>|DSA_HS| Cancel |

Another window will open prompting for a password
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Enter a password for the DTS.
For this example, the password will be: scanivalve.

Click OK.

Mew Password I

Mew Pagsword——————————
|xxxxxxxxxx
Cancel |

—Werify Pazaword

|xxxxxxxxw1

The User Maintenance window will re-open.
Highlight DTS_HS
Select the File Access Tab
Click on the Add Button.

User maintenance - DSA_HS | %]

Uszer I Securily Filef-\ccessl

Pathy
[+ Disable [deny login) | =

[detault permizsions]
| anonimous

Apply

ik

Cancel

Repart
’7 DirAccess I
‘ Root/Home

Access |

Add & I Add [Telete

Rename | Delete | s

A Select Directory Window will open
Highlight the DTS_HS directory.
Click OK.

Select Directory

MSDOWHNLD. THP .'J I :']

Enable the Read and Write checkboxes in the Files frame.
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Click :  Apply

Click: OK
User maintenance - DSA_HS <]
Uszer I Securily Filef-\ccessl
[+ Dizable [dery login] ¥ Read
anonymous Iv /iite Apply
R — I o ———'C |
ancel
- Directaties-
I List [dir)
¥ Create
& [ Hendve
~ Special Report;
I DENY ( :
DirAccess
™ Root —I
I I Home ‘ Raot/Home
Add Copy Add Delete | b |
Rename I Delete | i W . Acoess |

The Main Window will re-open
Put the server online:
Click on the lightning bolt..

Eldle -WAR-FTPD 1.65 H= B
Propetties Yiew Help -

[Z zlxle] olel]| &)@ o] = K

- System Attibutes

[ Login [ Neme I Stas | I~ Gooffine whenready [ and exlt
I~ Denw all lngins [except for administrator)
¥ Mo anongmous logins
Maw Users 50 Anon, 0
~|P number and pott———————————————
‘!zuu 30108105 far ‘
~ Messages from the users—
4 3]
Al P Ed Hesaee | |
5 1999 02 02 12:30] Microsoft wsock32.di, ver2. 2, 32bit of Apr 23 13398, ot 19:33:24. -
5 1939 02 02 11:15] User DSA_HS created,
5 1993 02 02 10:35] Unable to open user database. Autacreating new file.
5 1933 02 02 10:36] 'WER-FTPD 1.65 Copyight (c) 1936, 1397 by jgaa. WINZ2 [WIN3S) =
| LIJ
== ‘DNL\NE I1 of 32767 sockets |U of 50 [16381) Users 0 file: #fers

The WarFTP server is now ready
The server can be started manually as needed, or it could be configured to start automatically by

placing a shortcut to War-Ftpd.exe in the Windows/Start Menu directory.
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Appendix B - Accessories

Power Supply - PDM 1500

A single output 24 Vdc power supply is available as an accessory to the ENETCPM. This power
supply will drive one ENETCPM. The Scanivalve part number is 145078-1. The unit will operate
from 100 to 240 Vac at 47 to 63 Hz. The output is 24 Vdc at 2.5 A. A 10 foot (3 meter)
interconnecting cable, Scanivalve part number 155819-1, is included. Longer cables are available.

For more information on the power supply and cables, contact Scanivalve Corp, Customer Service
Department.

NOTE: The PDM1500 is a direct replacement for the previous PDM1000.

POWER ENTRY
90-264VAC 47-63 Hz

5

[5(1.8} m |

S/V PART #CO-740
AMP #206430-1, SCKT #66105-4

MATING CONNECTOR
AMP #206429-1, PIN #66103-4
AMP #207490-1, CABLE GRIP
AMP #207489-1, CABLE BOOT

il VIEW A-A
s CO-740
PI DC  |RED oL I
P2 RTN BLK 24VDC
P3 | GROUND |GRN 2R 63N
P4 | UNUSED FOR 1450782
59 12VDC
[]49.2} ] 4.75A, 57W

‘ CABLE #155819-1

1.4
[34.3] m

fi}
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Power Supply - PDM 3200

For users with multiple ENETCPM units, A 24 Vdc power supply capable of powering multiple units
is available. This power supply will drive up to four ENETCPMs. The Scanivalve part number is
21080-1. The unit will operate from 88 to 264 Vac at 47 to 63 Hz. Each output is 24 Vdc at 2.5 A.
Interconnecting cables are not included, but mating connectors are provided. Scanivalve Corp will
manufacture interconnecting cables, if requested. A standard 10 foot (3 meter) interconnecting
cable, Scanivalve part number 155819-1, is available. Longer cables are available on request. . For

more information on the power supply and cables, contact Scanivalve Corp, Customer Service
Department.

8.880 [22.56)
1 . R —
>
4.650 [13.81]
16,560 {26.67] o
o . o ,
- A :
L———7.520 {19.10] \
19.300: [ze7] — 6X 9.234 [594]
ILLUMINATED  PUSH
/ BUTTON SWITCH
1500 [11.43 [j ﬁ E{ AP T o 000B00050830600000
’ e .Q'. | _— BOX youmwﬂzca(:mcu (0083000000006006E -
AMP. $206430-1 (CO—470
e n b/ PIN—1  +$24VDC )

PIN—2  24RTN e L .

PIN~3 CND

MATING CONNECTOR

AMP #206429-1 (CO-471) -
CABLE GRIP 207490-1 (CO—743)
CABLE B0OT 207489-1 (CO-742)
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Appendix C - Change Log

Version 1.00 - Released October 2001
First Release

Version 1.01 - Released January 2002
Created Help file for Web Browser

Version 1.02 - Released April 2002
Modified bootloader program to support old and new flash chips
Added Variable PORT to permit Ethernet ports other than 23

Version 1.03 - Released June 2007
Added a test for a sequence named: PowerUp. If this sequence exists, it will be executed even if a
network connection has not been established.

Version 1.04 - Released October 2011
Added PORT as a valid configuration option to prevent errors at power up.
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